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Cyber Safety
Parent resources

- Chatterbox
- eSafety for parents
- eSafety for parents - Cyberbullying
- eSafety for parents - Inappropriate content
- eSafety for parents - Online grooming
- eSafety for parents - Too much time online
- Parental controls
Snapshot of our Digital World
Kids who are in Prep now have never known the Internet without WIFI

Children in Grade 3 to Grade 6 have, on average, four online capable devices in their bedrooms at any given time. iPad – iPod – DS – Smart Phone – Laptop or Computer – PlayStation/Xbox/Wii

Teens continue to think their online behaviour and offline behaviour are not related
# Snapchat FAQs

## Who can access this?

## How can I protect my information?

### Default privacy settings for users 13+

By default, anyone who knows your username can send you a message.

In order to message someone on Snapchat, you need to know their username and add them to your My Friends list.

### Adjusting your privacy settings

You can configure your Snapchat profile to only receive messages from users on your My Friends list and to control who you share your stories with. To access these settings, you can:

1. Open the Snapchat application.
2. Tap the square button located in the bottom left corner of the screen.
3. Select Settings, tap the gear icon located in the top right hand corner.

### Right: an example of how to adjust your privacy settings on Snapchat.

### Saving Snapchat messages

Prior to transmitting a message, the sender is able to save a copy of the image they have composed. After sending a message, the sender can no longer view it through the Snapchat application.

Although the ability to save received messages is not part of the Snapchat application, it may be possible for recipients to use built-in features of the Android and Apple iOS operating systems to take a screenshot or screen-capture. It is also possible to use a second device to take a picture of the message as it displays on the screen.

Snapchat attempts to detect if a recipient takes a screenshot or screen-capture and sends a notification to the sender when possible.

## How can I report cyberbullying or abuse?

## Are there ways to spend money?

## Where can I get more information?
What happens when you take away the proof of a picture that should never have been taken? Does it encourage responsible, smart and safe practice?

**Snapchat is designed for people over the age of 13**

Anyone who knows your username can send you a picture

**It is no longer temporary**

**No guarantee of privacy**
• 25% of kids in Grade 3/4 have an Instagram Account
• 60% of kids in Grade 5/6 have an Instagram Account

Instagram is designed for people over the age of 13

Default Instagram setting is Public

Google Images collects ALL public images

Digital Exclusion is by discouraging others to “follow” “like” or “comment” on a post
Kik lets you connect with friends, groups and the world around you through chat.

**Completely PUBLIC application**

**No Privacy Settings**

**KiK is the #1 platform used by sex offenders to troll for victims**
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CYBERBULLYING
Research is showing that Cyberbullying is starting for kids as young as 8 years old, but is most prevalent in Year 7-10.
Signs that your child may be affected by Cyberbullying

- Withdrawal from normal activities
- Change in personality
- Online time increases
- Changes in friendships
- Decrease in performance/motivation
- Decrease in sleep
- Environmental avoidance
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RISKS
Children between 8-12 are at risk of Identity Theft through online gaming.

Children are sharing their passwords... and yours.

75% of children receive unsolicited contact from strangers through online gaming.
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SEXTING
50% of children aged between 13-18 engage in “sexting”

Just as many boys as girls are “sexting”

88% of all cases of sexting ends up on a paedophilia website within four years
WHAT CAN WE DO?
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Download Family Safety Software or Enable the Parental Controls on your Computer

Monitor your Childrens screen time – too much of anything is not good for you

Talk to your kids about their online experiences.
If they’re too young for an App – remove it

Download a GOOD Anti-Virus

Talk to your kids about their Digital DNA
Think about what you post online

Between July 2015 – January 2016 eSafety Commissioners Office shut down 4,008 pornographic and paedophilia websites

45 million photographs of children were removed from the Internet
50% of the photographs removed from these sites were retrieved off Parents Social Media Accounts
KEEP YOUR KIDS SAFE Online
RESOURCES

http://www.digitaltrends.com/computing/best-free-parental-control-software/

Family Centre
KEEP YOUR KIDS SAFE ONLINE